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Abstract
Securing a computer network is pretty essential in this modern era of computer world. This paper looks at some of the techniques that are currently used by internet worms and looks at the various types of systems that are in place which take the necessary precautions in order to reduce the vulnerability of the system and take evasive actions as needed. The key is to find a worm and mitigate its propagation through the network. The paper describes an internet worm in perspective of why it is an important problem and what the existing approaches currently available are and if they work what is the effectiveness of these algorithms. Also it tries to answer if these different schemes are practical and cost effective.
Introduction

In these modern days of digital internet age and digital content usage, it is highly essential for a modern day computer network to be secure enough. The need for an ideal network is becoming highly crucial, day by day. Due to the fast spreading nature and great damage of Internet Worms, it is necessary to implement automatic mitigation such as dynamic quarantine defense or non-threshold based worm detection. [1]
Goals & Motives
· Is the problem important?
· What are the different types of worms?

· Why existing approaches don’t work?
· What are automatic mitigation techniques?
· Are these ideas practical and cost effective?

· What are future trends?
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