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ABSTRACT

Voice over IP or VoIP is a fast emerging technology which provides cost effective and feature flexible telephony solutions. As against traditional PSTN networks, VoIP converts voice into suitably encoded digital packets and transmits those across existing IP based networks like the internet. Apart from voice-based telephone services, VoIP can provide advanced functionality like unified multimedia messaging, real-time data transfer and multiparty conferencing. In order to provide useful services, there are two major aspects of any voice application, media and control to support multiple clients at the same time. The main objective of this project is to understand these two aspects and implement control protocol SIP and media transporting protocol RTP for VoIP.
INTRODUCTION
Voice over Internet Protocol (VoIP) stands for Voice over Internet Protocol. It is the technology used to transmit voice conversation over a network using the Internet Protocol (IP). VoIP describes a set of facilities for managing the delivery of voice information using IP. In other words, VoIP is the ability to make telephone calls and send faxes over IP-based data networks with a suitable quality of service (QoS) and superior cost/benefit. It can also be called IP Telephony. VoIP is very different from PSTN (Public Switched Telephone Network). When an “ordinary” PSTN call is made, a virtual switched circuit is set up between the source and the destination for the duration of the call. No such circuit is established in the case of VoIP. The analog voice signal, suitably encoded in a digital form, is split into various packets. Each packet is independently transmitted across private networks or the public internet using IP, and reassembled at the destination. Thus VoIP is not, in any way, about re-engineering the PSTN. It can be considered to be a direct competitor to the PSTN networks in the telephone services industry. The origins of VoIP can be traced back to a simple shareware program for simple PC to PC voice chat over the internet, released in 1994 [3]. Today the scope of VoIP is not limited to transmitting only audio signals between two end-points. It supports multiparty conferencing as well as real-time video, data and fax transmissions.
VoIP has many advantages over the traditional Public Switched Telephone Networks (PSTNs): First, IP networks are more cost-efficient. Service providers can effectually reduce their operating cost from the standard equipments and cheap communication carrier. So service subscribers can get a lower price for the better or same services supplied by PSTNs. Second, IP networks can provide integrative data and voice services. VoIP can handle data packets as well as voice packets. So it can provide new feature to services. Third, IP networks are more bandwidth-efficient. Finally, the IP phone reverses the thinking of the regular telephone. The telephones most people use today are dumb endpoints driven by an intelligent network.  The IP phones, however, are intelligent endpoints communicating over a relatively dumb packet-based best-effort network.
It is now believed that the old circuit-switched voice-centric communications network will eventually give way to a data-centric, packet-oriented network that seamlessly supports data, voice, and video with a high quality of service [5]. The switching equipment, protocols, and links are already being put into place. A transition network is currently in place that joins the packet data world with the circuit-switched world. Integrated access solutions are being installed that support integrated data, voice, and other media into the Internet or the PSTN.
Even though VoIP has many advantages over PSTN it must be mentioned that VoIP can hardly achieve the same level of quality of circuit-switched calls. However, the quality of VoIP is improving today. Advanced compression techniques have reduced voice data transfer rates from 64 Kbits/sec to as little as 6 Kbits/sec. Today the connection is often as good as or better than cellular, which is prone to packet errors and distortion due to its wireless nature [9]. The market has found that many customers will tolerate a small decrease in the quality of the call for the significantly reduced cost of an IP telephone call. Savings on fax calls may be even greater. In fact, transmitting fax over the Internet is very practical because real-time delivery is not required. Many service providers are building special networks designed to provide a high quality of service for customer multimedia applications.
Figures 1 and 2 show the primary steps it needs to make VoIP happen. 
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Figure 1. The steps to send voice over IP
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Figure 2. The steps to convert digital to analog voice

[image: image3.emf]Telephone-to-PC


Figure 3. IP phone to telephone connection

Figure 3 shows a big picture for an IP phone to talk to a regular telephone. When an IP phone talks to PSTN network, some translation is required to convert from one signaling method to the other. In the PSTN, signals are messages sent between telephony switches to set up and terminate calls and indicate the status of terminals involved in calls. These signals are carried over a separate data network known as CCS (Common Channel Signaling). The protocol used by CCS is SS7 (Signaling System 7). The entire system is called the IN (Intelligent Network). Therefore, in this scenario a gateway is needed to convert VoIP signals and media to PSTN signals and media. 
As can be seen from Figures 1 – 3, a serious VoIP application depends on many components – audio codecs, VoIP protocols, IP servers, gateways and of course, the IP phones. Generally speaking, at the transmitter side, the speech signal is collected and encoded before transmitted to IP networks. At the receiver side, the reverse processes needs to be done. The received data stream is decoded and recovered into speech signal and played back. A brief introduction for each major component will be given in the following sections. 
AUDIO CODEC
To be able to transmit voice signal over IP, the human analog voice must first be converted to digital bits by some coding algorithm at the sender side. At the receiver side, the bits are decoded back to the PCM speech samples and then converted to analog waveform. An audio codec (which stands for “compressor/decompressor” or “coder/decoder”) is the hardware or software that samples analog sound and converts it to digital bits, which it outputs at a predetermined data rate. The codec often performs compression as well, to save bandwidth. There are dozens of available codecs, each with its own characteristics. G.711, G723.1, G.726, G728 and G.729 are examples of popular codecs. PSTNs mainly use International Telecommunication Union (ITU) Recommendation G.711 coding scheme, which samples the analog voice signals at a rate of 8,000 Hz, encodes one sample with 8 bits and take up 64kbps bandwidth. However, for the VoIP systems, different codecs, such as G.726 (ADPCM), G.728 (LD-CELP), G.729 (CA-CELP) and G.723 can be used to convert the user’s voice into digital signals for transmission across the network. The above four codecs only take up 32kbps, 16kbps, 8kbps, and 6.3kbps bandwidth respectively [9]. Therefore they can substantially save the bandwidth for VoIP.
Among all the codec schemes most common are G711 and G729 [5]. However, in this paper only the basic coding technique i.e. the G.711 will be briefly reviewed. Readers can refer to [9 ] for other more advanced coding techniques.
G.711 is the international standard for encoding telephone audio on an 64 kbps channel. It is a pulse code modulation (PCM) scheme operating at a 8 kHz sample rate, with 8 bits per sample. According to the Nyquist theorem, which states that a signal must be sampled at twice its highest frequency component, G.711 can encode frequencies between 0 and 4 kHz. An encoder that uses equal length quantization intervals for all samples is called uniformly encoded PCM. But this scheme treats both the low and high amplitude signals equally. This leads to loss of information in low amplitude signals and hence the Signal to Noise Ratio is high [10]. This led to the introduction of a new scheme called companding which in turn led to two different variants of G.711: A-law and µ-Law. A-law is the standard for international circuits. A-Law G.711 PCM encoder converts 13 bit linear PCM samples into 8 bit compressed PCM samples, and the decoder does the conversion vice versa. µ-Law G.711 PCM encoder converts 16 bit linear PCM samples into 8 bit compressed PCM samples. Each of these encoding schemes is designed in a roughly logarithmic fashion. Lower signal values are encoded using more bits; higher signal values require fewer bits. This ensures that low amplitude signals will be well represented, while maintaining enough range to encode high amplitudes. 
SESSION CONTROL 
As mentioned in the last section, in order to make a call, the human voice must be converted to digital bits by a codec processing. However, the caller and callee need to establish a connection session before they can talk.  For example, the caller must make sure that the callee is not busy before he/she can talk to the callee. Therefore, VoIP requires some session control protocols for connection establishment (set up and tear down calls between two phones), capabilities exchange, and conference control. Currently, two popular protocols exist to meet this need. One is ITU-T H.323, and the other is the IETF Session Initiation Protocol (SIP) [4].
H.323 is part of a family of the ITU-T Recommendations that specify multimedia communications services such as real-time audio, video, and data over a variety of communication services, including multipoint links where multiple users participate in the same exchange (such as a videoconference). It includes H.245 for control, H.225.0 for connection establishment, H.332 for large conferences, H.450.1 H.450.2 and H.450.3 for supplementary services, H.235 for security, and H.246 for interoperability with circuit-switched services. H.323 started out as a protocol for multimedia communication on a LAN segment without QoS guarantees, but has evolved to try and fit the more complex needs of Internet telephony. H.323 is based heavily on the ITU multimedia protocols which preceded it, including H.320 for ISDN, H.321 for B-ISDN, and H.324 for GSTN terminals. The encoding mechanisms, protocol fields, and basic operation are somewhat simplified versions of the Q.931 ISDN signaling protocol. An H.323 environment consists of H.323 terminals (phones, and telephony-enabled PCs), gateways to the public telephone network, gatekeepers (management functions), and multipoint control units. It also includes a set of additional protocols for encoding and decoding audio and video data, as well as protocols that define how it is packetized. 
As can be seen, H.323 is a multimedia conferencing standard that is quite complex. Today, ITU H.323 has dominated the market in terms of the number of devices installed. While it works well for videoconferencing, most people feel that it is too complex for IP telephony, which is possible by using much simpler protocols. Still, H.323 is considered a pioneering protocol for packet voice and video.
The Session Initiation Protocol (SIP) [14], developed in the MMUSIC working group of the IETF, takes a different approach to Internet telephony signaling by reusing many of the header fields, encoding rules, error codes, and authentication mechanisms of HTTP. SIP is a control protocol operating in the application layer for setting up, maintaining, and terminating voice and videoconferencing sessions. SIP uses text-based messages and operates in much the same way as the client/server protocol of the Web (i.e., HTTP). SIP provides an overall messaging system for all types of multimedia applications and works just as well for electronic commerce and collaborative computing applications. A phone number under SIP uses the same URL format as a Web site address or e-mail address. Transferring phone calls to other locations is similar to clicking a hyperlink to switch to a different Web page. In addition, presence protocols in SIP can assist users in call connections. For example, presence protocols can help locate a person to call, no matter where they are connected to the network. Presence protocols will be critical in locating and calling mobile Internet phone users.
SIP is a lightweight, transport-independent, text-based protocol used as a signaling protocol for Internet conferencing and telephony. It has only six different types of methods, reducing the level of complexity for the user. SIP is also transport layer-independent because SIP can be used with any datagram or stream protocol, such as UDP, TCP, ATM, and so on, thereby providing flexibility of use. Another SIP's distinguishing factor is that it uses the "intelligence at the edge" model. SIP relies on endpoint devices to control packet-based telephony services. In other words, two endpoint SIP devices can set up their own call across the Internet without any devices in the network getting involved, although in practice other devices will be involved if QoS is required or the call must go through the PSTN. Since the SIP model is based on intelligent edge devices, developers are free to create telephony services and applications that are not restricted by the old service models of the traditional telephone network. In fact, designing telephony applications is very similar to creating Web client/server applications. Developers familiar with HTTP, XML, and other Web development tools instantly recognize SIP.
SIP has gained favor throughout the packet voice community. It is highly adaptable and supports multivendor interoperability among devices. Tests have shown that SIP works well and provides much faster call setup times than H.323 [7].The IETF's SIP (Session Initiation Protocol) is now seen as being more important for VoIP [7].
Both H.323 and SIP protocol provide comparable functionality using different mechanisms. Both protocols offer strengths and weaknesses. Currently H.323 is the most widely used protocol for PC-based conferences, due to the widespread availability of Microsoft’s NetMeeting tool, while carrier networks using so-called soft switches, IP telephones and MSN messenger seem to be built based on SIP. For both the H.323 and SIP cases, multimedia data will likely be exchanged via RTP, so that the choice of protocol suite does not influence Internet telephony QOS.
Besides H323 and SIP control protocols the gateway also needs control protocol. As shown in Figure 3, a gateway is a network element that provides conversion between the audio signals carried on telephone circuits and data packets carried over the Internet or over other packet networks. The purpose of these gateways and their associated protocols is to interconnect the Internet packet world with the switched circuit telephony world of the PSTN. MGCP or Media Gateway Control Protocol is a protocol for controlling Telephony Gateways. Details about MGCP can found in [3].
MEDIA TRANSFER

After a call has been set up, the voice media can be transmitted. However, packets in the Internet can be lost, delayed and out of order. Real-time applications require mechanisms to be in place to ensure that a stream of data can be reconstructed accurately. Therefore, datagrams must be reconstructed in the correct order, and a means of detecting network delays must be in place.  In addition to delay, jitter is the variation in delay times experienced by the individual packets making up the data stream.  In order to reduce the effects of jitter, data must be buffered at the receiving end of the link so that it can be played out at a constant rate.  Therefore, the actual audio or video media streams can not be transmitted by TCP/UDP. To support those real-time requirements, two protocols have been developed to transmit the real- time voice data across the network.  These are RTP (Real-time Transport Protocol) and RTCP (RTP Control Protocol) [13]. As mentioned before, RTP and RTCP are used by both H.323 and SIP.
RTP provides end-toned delivery services of real-time audio and video. RTP typically transports data via the User Datagram protocol (UDP). RTP provides payload-type identification, sequence numbering, timestamping and delivering monitoring whereas UDP provides multiplexing and checksum services. Thus together with UDP, RTP provides transport protocol functionality. RTP by itself does not provide any mechanism to ensure timely delivery or provide quality of service guarantees. An RTP packet may be dropped or delivered out of order by the network traversed. However, the sequence numbers and timestamp information present in the RTP headers enable an application to determine the proper location of the received packet in the media stream. For example, if an audio application receives a packet ahead of schedule, it can save the packet in its correct location in a sequential buffer. 
RTCP is the counterpart of RTP which is used to monitor the quality of service and to convey information about the participants in an on-going session. RTCP messages are

sent on a port which is different from the one for actual RTP media transfer. On the basis of RTCP messages, the sender of the media stream can change media transfer parameters so that QoS may be achieved. RTCP messages also help in synchronizing two different media streams – for example, a video stream and its corresponding audio stream. RTCP Sender reports containing information about the data transmitted and a synchronization timestamp are sent by the source of the media stream. Receivers of the stream in turn send back Receiver reports which contain information about the received data, lost packets, jitter experienced and delay. Source Descriptions which contain the name, email address, phone number and identification of a user are also exchanged through RTCP messages.

As can be seen, RTCP is actually not a protocol used to transmit voice data. It only provides feedback on the quality of the transmission link so that QoS may be achieved.  RTP is the protocol to transport the digital data of real-time information.  However, since RTP and RTCP are always used together RTCP is also described in this section. Again, by themselves alone, RTP and RTCP cannot reduce the overall delay of the real time information. Nor do they make any guarantees concerning quality of service. The quality of service can be achieved in the application layer used the information provided by RTP and RTCP. RTP and RTCP protocols are defined by RFC 1889 [12]. Also more details about RTP and RTCP cab be found in the appendix.
VOICE Quality 
With codec, session control protocols, and media control protocols, voice over IP is possible now. However, just because a user can receive voice doesn’t mean he/she can also receive voice with good quality.  To achieve good quality voice over IP additional work must be done.  In fact, the quality of voice received by an endpoint is a major concern in VoIP. Since human’s ears are very sensitive to the voice interruption it is of utmost importance that the clients get a clear and uninterrupted high quality sound stream without pauses or gaps. QoS or Quality of Service is an integral requirement of any VoIP system.
Poor voice quality is attributed to the unreliability inherent in packet based IP networks. The packets carrying voice data can get dropped by the network or may arrive out of order. As network tends to add a lot of irregular delays and jitters in the packets (jitter is variations in delay). Quality of IP telephony can also be affected by network latency, which is basically the amount of time between when someone speaks and when the listener hears. People who talk across satellite links know about the network latency and are often able to adjust to it. However, Jitter is the real problem. If the amount of delay changes as the call proceeds, the effect is annoying.
Various protocols like RTP and RTCP have been devised to decrease this problem. When packets get held up in queues during unpredictable and momentary bursts of traffic. RTP is specifically designed to smooth out jitter by synchronizing packets based on timestamps. Virtually all IP telephony applications use RTP. However, RTP/RTCP cannot solve all QoS problem. More methods have been actually developed to achieve QoS. Among these methods are DiffServ, MPLS, RSVP, codecs, silence suppression, voice compression, and optimal IP phone configuration.
Suitable configuration in the IP phones is very important because it leads to QoS gains. However many tradeoffs are involved in fine tuning the settings to achieve QoS. The codec used in the IP phone determines the bandwidth required for the VoIP call. Codecs like G.711 consume many times more bandwidth than codecs like G.729. But naturally, the voice quality offered by the low bandwidth codecs is poorer than those offered by the higher bandwidth ones. The silence suppression feature present in some IP phones and softphones can reduce the bandwidth requirements by an order of 50%, by not transmitting any packets when the user is silent. However the speech may sound choppy and clipped. Sending larger VoIP packets reduces the per packet header overhead. However, loosing a larger packet implies a larger loss in voice quality. The IP phone configuration has to be based on a thorough analysis of the benefits of QoS and the tradeoffs in voice quality involved. More details of QoS can be found in [8].
VoIP USING SIP/RTP
After understanding all the components and protocols of VoIP it can be implemented. As can be imagined, it is not a trivial task to develop a big scope commercialized VoIP application which can seamlessly transmit voice over both the packet and PSTN networks. Many companied and industries need to get involved. Because of time limit of this semester project the author only developed a VoIP application between computer and computer. One usage of this application is simple toll bypasses. Under this particular case a gateway is not needed because voice is not going to be transmitted to a PSTN phone. The proxy and register servers were not considered either because an existing DNS server on the Internet can already convert a domain name to the IP address. Because of this limitation the IP phone developed in the project cannot talk to a phone number yet. It can only talk to an IP address or computer domain name.  Further, codecs and QoS have also been saved for future consideration. Figure 4 is a schematic of the computer- to- computer VoIP.
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Figure 4. schematic of computer-to-computer VoIP

In the implementation the author decided to use SIP as the control protocol because of its simplicity, scalability, mobility, end-point feature flexibility and increasing popularity. For media or data transfer, the author uses RTP because that is the standard media transfer protocol for VoIP in real time manner. 
The implementation the author paid attention to keep control and media as separate as possible. As media requires lot of bandwidth and control requires small amount of bandwidth, we can centralize the control aspect while media can be distributed. This can help make the architecture highly scalable. Also, this separation would make future changes in any one independent from the other. (For example, media protocol can be changed without affecting control protocol).  For this purpose, author used four sockets for both the sender and receiver end SIP and RTP as follows.
sip_send_socket = socket (AF_INET, SOCK_DGRAM, 0);
rtp_send_socket = socket (AF_INET, SOCK_DGRAM, 0);

sip_receive_socket = socket (AF_INET, SOCK_DGRAM, 0);
rtp_receive_socket = socket (AF_INET, SOCK_DGRAM, 0);

All these four sockets were created in the main thread because we don’t need high bandwidth for SIP control protocol. However, since the data transfer need high bandwidth the author created a separate thread to transmit the RTP messages. Only one thread was needed because it was only used to transmit the voice data out. The following is the code to create the thread.

pthread_create(&child, NULL, send_RTP, NULL);

send_RTP() is the function used by the thread to send voice data out through rtp_send_socket. Please see the appendix for the source code details.

In order for the same IP phone code to send and receive SIP and RTP packets, as well as the user instructions,  the author used select function to handle the stdin,  send, and receive sockets as follows.
FD_ZERO(&inset);

FD_SET(fileno(stdin), &inset);

FD_SET(rtp_receive_socket, &inset);

FD_SET(sip_receive_socket, &inset);

select_return = select(MAX+1, &inset, NULL, NULL, NULL);

if ( FD_ISSET(fileno(stdin), &inset) && select_return >=0)

{

                        /* make a call */

                        ProcessCommand();

                        printf("\nIP PHONE %s > ",                        phone_state[(int)my_state]);

                        fflush(stdout);

}

else if ( FD_ISSET(sip_receive_socket, &inset) && select_return >=0)

{

                        /* process SIP */

                        ProcessSIP();

                        printf("\nIP PHONE %s > ", phone_state[(int)my_state]);

                        fflush(stdout);

}

else if ( FD_ISSET(rtp_receive_socket, &inset) && select_return >=0)

{

                        /* receive RTP packets */

                        m=recvfrom(rtp_receive_socket, RTP_RECEIVE_BUFFER, MAX_RTP_BUF, 0,

(struct sockaddr*)0, (socklen_t*)0);

                        // Do QoS process here

}

SincedSIP is a text-based protocol like HTML. Its parser is easy to be implemented. SIP request methods are: INVITE, ACK, OPTIONS, BYE, CANCEL and REGISTER. INVITE Indicates that the user is being invited to join a multimedia session. Message body may SDP contain session description coded with SDP (Session Description Protocol). ACK Message received as final response to an INVITE.ACK request may contain SDP session description negotiated between both clients. If it doesn’t contain SDP, the user may use the description conveyed in the first INVITE, if any. OPTIONS Asks which methods and options are supported by the server and user in the TO: field. Server may respond with set of methods and extensions support by the user and itself. BYE Used to relinquish resources associated to a connection and force connection release. CANCEL Cancels a pending request. A request is considered pending if and only if it has not been awarded a final response. REGISTER Client uses this method to register his address alias in a SIP server called REGISTRAR, named behind its duty of accepting user registrations. The following is an example of SIP INVITE message.WHITEPAPER
INVITE sip:+1-978-5551212@111.122.133.144;user=phone SIP/2.0
Via: SIP/2.0/UDP 155.166.177.188:5060
From: 617-6661212 <sip:+1-617-666-1212@155.166.177.188;user=phone>
To: 978-5551212 <sip:+1-978-
5551212@111.122.133.144;user=phone>
Call-ID: 12345678@155.166.177.188
CSeq: 1 INVITE
Content-Type: application/sdp
Content-Length: 120
v=0
o=UAC 8761 9876 IN IP4 155.166.177.188
s=Session SDP
c=IN IP4 127.126.125.124
t=0 0
m=audio 49172 RTP/AVP 0

In this project the author wrote a ProceeeSIP() module to parse and handle the most SIP messages and send the SIP response messages back. Please see the appendix for more details about the SIP messages and responses and the SDP messages attached in the SIP protocol.

Figure 5 is simple SIP call processing. As shown in the figure the voice data cannot be transmitted until the SIP sets up the calling session. 
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Figure 5. SIP call processing
RESULTS

After the implementation of the IP phone the author ran some simple call processing scenarios similar to what shown in Figure 5, Figures 6 and 7 are the IP phone running results.
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Figure 6. IP phone results on Crestone machine
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Figure 7. IP phone results on Blanca machine.

From Figures 6 and 7 we can see the phone status and the call processing of the  IP phone. They are  as the following.

1. IP phone on Crestone:

Phone status: IDEL.  Send out INVITE

2. IP phone on Blanca:

Phone status: IDELl

Received INVITE and sent RING out

3. IP phone on Crestone:

Phone status: SENT_INVITE.  Start to ring

4. IP phone on Blanca:

Phone status: RECEIVED_INVITE.  Sent out SIP 200 OK response to accept the call from Crestone.

5. IP phone on Crestone:

Phone status: RECEIVED_RING.  Received 200 OK and sent out SIP ACK, and the status becomes ACTIVE, i.e. the connection from Crestone is established.

6. IP phone on Blanca:

Phone status: SENT_ACCEPT.  Received SIP ACK and the status becomes ACTIVE, i.e. the connection from Blanca is established.
7. Bi-directional voice communication start.

8. IP phone on Crestone:

Phone status: ACTIVE.  Sent out SIP BYE

9. IP phone on Blanca:

Phone status: active.  Received SIP BYE and sent out SIP 200 OK response to accept the BYE from Crestone.

At this point the connection on Blanca is terminated.

10. IP phone on Crestone:

Phone status: SENT_BYE.  Received SIP 200 OK and the connection terminated.

The figures 6 and 7 also show another call initiated from Blanca IP phone. However this call was rejected by the IP phone on Crestone machine. From the figures we know, since the call was rejected and no voice was transmitted, only the SIP control protocol was involved in the call setup.
Conclusion

Current VoIP technologies were reviewed in this paper. A computer-to-computer IP phone was also implemented. In this implementation the author picked SIP as the session control protocol because its simplicity compared to H323, scalability, mobility, increasing popularity, and end-point feature flexibility. The RTP standard was used to implement the media transmission. From the testing result the author believes the implementation has the basic feature of an IP phone and can be used as a baseline for future enhancement.

Future work

As mentioned, VoIP is a large topic. It involves many aspects and technologies. Because of the time constraint of the class the author had no time to implement QoS, such as delay, jitter, packet loss, packet re-ordering, etc, into the IP phone. No have the author had time to implement any codec schemes. The first task in the future is to implement codec into the IP phone so the real voice can be transmitted. After that QoS will need to be considered. After these two tasks are completed the IP phone can be easily integrated into any large scale VoIP application because of the SIP protocol it used.
Appendix

Source Code

The IP phone implementation source code can be found in the following links. 
http://cs.uccs.edu/~cs522/studentproj/projF2004/gfu/src/phone.cc
http://cs.uccs.edu/~cs522/studentproj/projF2004/gfu/src/phone.h
A README file is also provided in the following link. 
http://cs.uccs.edu/~cs522/studentproj/projF2004/gfu/src/README
The IP phone users should consult this README file regarding to how to use the IP phone.
SIP Methods and Responses
· SIP Methods:

· INVITE – Initiates a call by inviting user to participate in session.
· ACK - Confirms that the client has received a final response to an INVITE request.

· BYE - Indicates termination of the call.

· CANCEL - Cancels a pending request.

· REGISTER – Registers the user agent.

· OPTIONS – Used to query the capabilities of a server.

· INFO – Used to carry out-of-bound information, such as DTMF digits.
· SIP Responses:

· 1xx - Informational Messages.

· 2xx - Successful Responses.

· 3xx - Redirection Responses.

· 4xx - Request Failure Responses.

· 5xx - Server Failure Responses.

· 6xx - Global Failures Responses.
SDP Session Description Structure

SDP Syntax:
· A number of lines of text

· In each line

· field=value

· Session-level fields first

· Media-level fields

· Begin with media description field (m=)

Mandatory Fields:
· v=(protocol version)

· o=(session origin or creator and session id)

· s=(session name), a text string

· t=(time of the session)

· t=<start time> <stop time> 

· NTP time values in seconds

· m=(media)

· m=<media> <port> <transport> <fmt list> 

· Media type

· The transport port

· The transport protocol

· The media format, an RTP payload format
Subfields:
· Field = <value of subfield1> <value of subfield2> <value of subfield3> …

· Origin (o)

· Username, the originator’s login id or “-” 

· session ID

· A unique ID

· Make use of NTP timestamp

· version, a version number for this particular session

· network type

· A text string; IN refers to Internet

· address type

· IP4, IP6

· Address, a fully-qualified domain name or the IP address

· o=mhandley 2890844526 2890842807 IN IP4 126.16.64.4 

Connection Data:
· The network and address at which media data are to be received

· Network type, address type, connection address

· c=IN IP4 224.2.17.12/127 

· Media Information

· Media type

· Audio, video, application, data, or control

· Port, 1024-65535

· Format

· List the various types of media

· RTP/AVP payload types

· m= audio 45678 RTP/AVP 15 3 0

· G.728, GSM, G.711

· Attributes:
· Property attribute

· a=sendonly

· a=recvonly

· value attribute

· a=orient:landscape

· rtpmap attribute

· The use of dynamic payload type

· a=rtpmap:<payload type> <encoding name>/<clock rate> [/<encoding parameters>].

· m=video 54678 RTP/AVP 98

· a=rtpmap 98 L16/16000/2
Please see [15] for sdp optional fields.

RTP Header

The RTP header, which precedes the data payload, is shown in the diagram below:
	 
	0
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21
	22
	23
	24
	25
	26
	27
	28
	29
	30
	31

	 
	Octet 1,5,9
	Octet 2,6,10
	Octet 3,7,11
	Octet 4,8,12

	1 - 4
	V=2
	P
	X
	CC
	M
	PT
	Sequence number

	5 - 8
	Timestamp

	9 - 12
	Synchronisation source (SSRC) number


Version: Identifies the version of RTP (currently 2). 
Padding: A flag which indicates whether the packet has been appended with padding octets after the payload data. 

X (Header extension): Indicates whether an optional fixed length extension has been added to the RTP header. 

CC (CSRC count): Although not shown on this header diagram, the 12 octet header can optionally be expanded to include a list of up to contributing sources.   Contributing sources are added by mixers, and are only relevant for conferencing application where elements of the data payload have originated from different computers.   For point to point communications, CSRCs are not required. 

M (Marker): Alllows significant events such as frame boundaries to be marked in the packet stream. 

PT (Payload type): This field identifies the format of the RTP payload and determines its interpretation by the application 

Sequence number: A unique reference number which increments by one for each RTP packet sent.  It allows the receiver to reconstruct the sender's packet sequence. 

Timestamp: The time that this packet was transmitted.  This field allows the received to buffer and playout the data in a continuous stream. 

Synchronisation source (SSRC) number: A randomly chosen number which identifies the source of the data stream.
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