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1.0 Introduction

This is the Software Requirements Document (SRD) for the System Monitoring, Alarming, Reporting and Tracking (SMARTS) being developed in partial fulfillment of a Masters of Engineering in Software Systems Engineering degree at the University of Colorado, Colorado Springs. The object of SMARTS is a low cost, flexible computer monitoring package that will monitor a suite of computer systems, critical system components and applications, provide automatic escalation of alarms, record all collected data in a standardized RDBMS, and generate reports based on the data. General background information on the overall project, problem being solved, how the program described in this document addresses the problem, and information on the platform the program is being developed for are online at http://cs.uccs.edu/~rabueler.

1.1 Purpose of the SRD

The purpose of this document is to describe the functional, non-functional, and interface requirements of SMARTS.

1.2 Scope of the product

The product under development will be very focused in nature and purpose. It shall primarily consist of a set of applications that interface and query a database. It is assumed the database will contain all necessary fields to produce the reports and end-user interfaces. 

1.3 Definitions

IMAP - Internet Message Access Protocol. A protocol used to transfer messages between a message store (mail server) and an end-user’s email client software.

POP3 - Post Office Protocol - Version 3. A protocol used to transfer messages from a message store (mail server) to an end-user's email client software.

SMTP - Simple Mail Transport Protocol. A protocol used to transfer messages from an end-user's email client software to a message transport agent (MTA); or between different MTA's

MTA  - Message Transport Agent. A server that receives and transmits SMTP messages.

TLS  - Transport Layer Security. Commonly known as Secure Socket Layer. Provides an authentication and encryption of data between the client and the server.

HTTP - Hypertext Transport Protocol. The default protocol used by web browsers such as Netscape Navigator and Microsoft Internet Exporer.

LDAP - Lightweight Directory Access Protocol. A protocol used to communicate between an end-user's client software and the LDAP database.

1.4 References

Oracle 8i: Installation Guide

Oracle 8i: The Complete Reference

Oracle 8i: DBA Handbook

Oracle 8i: Web Development

Oracle 8i: A Beginner's Guide

iPlanet Web Server Enterprise Edition Installation & Migration Guide

iPlanet Web Server Enterprise Edition Administrator's Guide

1.5 Overview

Section two provides a general description of the program and its elements. Section three provides detailed requirements, meant to serve as the basis for design as well as system level testing. Four main requirements are detailed in this document: alarm reporting, web-based queries by an end-user, standardized daily reports for the engineering group, and a section on management reports. 

2.0 General Description

The overall objective of SMARTS is a low cost, flexible computer monitoring package that will monitor a suite of computer systems, critical system components and applications, provide automatic escalation of alarms, record all collected data in a standardized RDBMS, and generate reports based on the data. SMARTS will report on many network performance characteristics including service response times, system availability, concurrent connections, average disk space used for each server, mailbox size for customers, etc. This SRD only describes the requirements of the reporting component of the whole system. The creation and collection of the server side data is described in another SRD being developed by Joe Hall.

3.0 Functional Requirements

3.1 Alarm reporting

3.1.1 SMARTS shall produce a report for alarming conditions.

3.1.2 The alarming report shall contain a brief message describing the trigger with a unique date-time-group field name.

3.1.3 The alarming report shall contain the data triggering value.

3.1.4 The alarming report shall contain the system hostname affected by the alarm condition.

3.1.5 The alarming report shall contain the service affected by the alarm condition.

3.1.6 The alarming report shall be sent via email to targeted end-users. 

3.2 Near real-time queries

3.2.1 The end-user shall be able to obtain near real-time system information.

3.2.2 The end-user shall be able to access near real-time information via an Internet/Web based browser such as Netscape Navigator or Microsoft Internet Explorer.

3.2.3 The web-based queries shall be no older than 5 minutes from time of collection.

3.2.4 The web-based queries shall be protected and only accessible to users with an authorized user identification (UserID) and valid password. 

3.2.5 The end-user shall be able to select one of several predefined queries.

3.2.6 The end-user shall be able to conduct ad-hoc queries by supplying key fields such as system name, data variable of interest, and start/end times.

3.2.7 The web pages shall be automatically refreshed/updated at predetermined intervals in the end-users browser screen. 

3.3 Standardized daily reports

3.3.1 SMARTS shall produce and send daily reports via email to a set of users listed in a subscription table.

3.3.2 SMARTS daily reports shall contain every data point of any variable reported.

3.3.3 SMARTS daily reports shall contain daily performance summaries of each server monitored.

3.3.4 SMARTS daily reports shall provide the number of bytes received and transmitted (throughput).

3.4 Standardized management reports

3.4.1 SMARTS shall produce and send management reports via email to a set of users listed in a subscription table.

3.4.2 SMARTS management reports shall contain daily averages of any variable reported. 

3.4.3 SMARTS management reports shall list the total number of CWUSA customers.

3.4.4 SMARTS management reports shall provide service response times.

3.4.5 SMARTS management reports shall provide overall system utilization percentages.

3.4.6 SMARTS management reports shall provide the average mailbox disk space used by each customer. 

3.4.7 SMARTS management reports shall provide average memory utilization for each server.

3.4.8 SMARTS management reports shall provide the number of connections for each of the following major service types: SMTP, IMAP, POP, HTTP, LDAP, XML.

3.4.9 SMARTS management reports shall provide the average number of concurrent connections.

3.4.10 SMARTS management reports shall provide average total number of bytes transmitted and received over monitored systems.

4.0 Non-functional Requirements

4.1 SMARTS shall make maximum use of available off-the-shelf software components as possible while still fulfilling all functional requirements. 

4.2 SMARTS shall be designed in such a way that the system’s structure or some of its components can be reused again as requirements expand (i.e., reusability).

4.3 SMARTS shall be developed with an emphasis on modifiability. The developer of SMARTS shall ensure that it can be changed quickly and cost effectively. 

4.4 SMARTS software code shall be designed and implemented with low coupling and high cohesion to minimize impacts and testing requirements for minor software changes.

4.5 SMARTS shall not interfere with any other program on the end-users computer. 

5.0 Interface Requirements

5.1 Users of SMARTS shall be able to interact with the system via the web and from any location having an Internet connection.

5.2 SMARTS shall interface with an Oracle 8i RDBMS for production and of reports.

5.3 SMARTS shall be compatible with Perl 5.6.

5.4 SMARTS shall allow the end-user to use an Internet/Web based browser such as Netscape Navigator or Microsoft Internet Explorer.

PAGE  
6

