Project Proposal

Bridging Protocols for 802.11 Ad Hoc Networks

Summary.  This project will investigate the feasibility of adapting spanning tree and source-route bridging protocols to a small wireless ad hoc network.

Background.  Theories have been advanced to show the feasibility of spread-spectrum ad hoc wireless networks involving thousands of nodes.  These studies have explored methods of controlling collisions and noise in large single-channel packet radio networks.  To further limit the effects of collision and noise, practical applications of the IEEE 802.11 packet radio standard have devised hierarchical communication schemes involving the heavy use of aggregation points.


This project will investigate the use of traditional layer 2 protocols to solve bridging issues involving ad hoc single-channel wireless networks with less than 100 nodes.  Very few of the nodes will have direct access a base station or aggregation point.  Each node along a route will relay packets between the base station and a source node.

Application.  The specific application to be investigated is the use of a wireless network to relay scientific data to a base station.  Each node in this network is comprised of a sensor to collect scientific data and a wireless bridge conforming to the IEEE 802.11 protocol.  The characteristics of this network will include the following:

· Flat Network.  There will be no hierarchy in this network other than the designation of the root bridge and the random assignment of unique bridge numbers to permit execution of the spanning tree protocol.

· Power Management.  Power management is performed during the placement of the nodes.  The base station and the root node are placed first and the transmission power is set to the lowest setting that allows communications.  Each subsequent node is placed such that it has a wireless link to at least one neighbor.  Its power is set to the lowest setting that allows communications with at least one neighbor.

· Path Discovery.  Loop-free paths will be discovered via STP Bridge Protocol Data Units (BPDU) or SRB Explorer packets.

· Network Diameter.  The maximum number of hops will be limited to enforce a fixed network diameter.

Tasks.
· Source Route Bridging.  Source Route Bridging will be used to devise loop-free paths from a base station to each node.  Proxy explorers will be used to minimize the need for rediscovery.

· Spanning Tree Protocol.  The spanning tree protocol (STP) will be used to devise loop-free paths between a root bridge and each node in the network.  Rapid Spanning Tree Protocol (IEEE 802.1w) will be used to minimize the effects of link flapping.

Questions

· How does the IEEE 802.11 protocol implement source routing?  The 802.11 protocol includes a MAC header indicator for source routing.

· Should transmission windows be used during path discovery?  The Network Time Protocol (NTP) can be used for clock synchronization to one millisecond.  GPS can be used for synchronization to 1 microsecond.

